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Connected Working
with Office 365

Want more information?
http://aka.ms/ConnectedWorking

Pick up your complementary headset 
at a ‘Getting Started’ session

Office 365 is here!

Room 2

Monday 13th August             1pm - 2pm
Tuesday 14th August          10am - 11am
Tuesday 14th August             1pm - 2pm
Wednesday 15th August    10am - 11am
Wednesday 15th August      1pm - 2pm

Connected Working
with Office 365

Want more information?
https://sway.com/4DGxVCiBNN8BLRw4?ref=Link

is here!
Who is receiving it?

When is it coming?

Not from this part of the Department? 
It’s ok we haven’t forgotten you!

To find out when we will be coming
to you, have a look at our planned
rollout schedule...

DEPARTMENT OF HEALTH & HUMAN SERVICES (VIC)
SENIOR CHANGE AND COMMUNICATIONS CONSULTANT

The goal of this agile project is to migrate all DHHS employees to Office 365, a total of 11,503 users. I 
support the change and adoption activities, particularly the planning and delivery of all communications 
and engagement activities in the preparation of Go-Live dates. I liaise with the IT Business Partners, 
Directors and Deputy-Secretaries to ensure the smooth running of the deployment schedule. On a 
fortnightly basis I provide updates at the SteerCo, and at Stream Lead meetings. I am also integral in 
the development of the transition plan, which includes a prescribed Learning and Development Plan, 
based on ADKAR methodology. 

Visit aka.ms/ConnectedWorkingLife today.

Connected participation
Bring everything and 
everyone you need in one 
space. Regardless of where 
they or you are.  

Discover what connected working can do for you.

Connected Working with 
Office 365

Imagine a world where you could 
work from anywhere, collaborate 
with anyone, and have time in 
your day to focus on what really 
matters. Now, you have the tools 
to do that. 

Connected conversations Connected creation
Work with others in 
real-time to create, approve 
and publish documents with 
smarter, more efficient 
tools.  

Connected devices
Allowing you to work from 
the place that suits you 
best. Work across sites or in 
virtual teams from any 
device. 

Connected knowledge
Reduce duplication and 
reinventing the wheel by 
sharing your knowledge and 
saving your work in shared 
locations.

Connected innovation
Turn your ideas into action, 
learn from your peers and 
connect with people 
outside of your team. 

Seamlessly and intelligently 
manage the end-to-end of 
meetings. Maintain progress 
actions long after the 
meeting has ended.
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Sprint 2 – Follow-Up
Office 365 familiarity

Sprint 1 – Getting Started
Pre & post adoption for Office 365 rollouts

BAU Transition

Targeted Office 365 use-cases to solve 
DHHS business problems

Early Adoption
Program

Technical rollout of Office 365 (weekly Tranches)
Builds 

Change 
Coalition

Bu
sin

es
s V

al
ue

Adoption

Leadership
Engagement

Adoption
Workshop

Education
/ Events

Opportunity
Identification

Potential
Project(s)

• Online
Education

• Chatbot

Marketing / Promotion
/ Advocacy

Building Capability & Evolving Culture

Getting 
Started

Going Pro

Audience Awareness Desire Knowledge Ability Reinforcement

Office 
Superheroes
- Desk/based
- Mobile

Field Warriors –
Front-line staff

Executives
- Smarter meetings 
focus

Support Staff
EA, Admin, Reception

Managers

All

Infographics

User Stories

@ CW & Divisional Newsletters

Print/Posters

Codee Launch Pack

Online Live Webinars 
(2-3 sessions – Smarter Mtgs, Team Collab incl. Polycom/TRIM)

Custom Learning Site (SPO)
2 prod. scenarios, accessibility playlist + Webinar recordings

User Stories

Knowledge Series (30 min F2F via Corp Comms) – Managing Change

Pop-up Stalls – Meet Codee (TBC)

Online Live Webinar 
Productivity Tips – Agenda, Meeting, Task Mgmt

@ Team Talk NL

Change Team: Mark/Comms Change Team: Education Support Team

Yammer Tip of the Day

Budget 
dependency

Required Technical/
Implementation 
Support

**Frontline Staff –
playlist for Shifts 
(time dependent)

Required Resource 
Support

Codee Launch 
Timing Dependency

Dependent on 
time, resource & 
slot availability

Aligned dependency on 
Codee Launch timing

Yammer Community – Connected Working with Office 365

Sprint 4.1 Plan on a Page



2We’re here to support you – visit our intranet site for more 
information, links to our IT policies and tips to protect yourself:
http://projectcentral/ITRiskSecurity/SitePages/Home.aspx

FACTSHEET | Phishing Emails
Protecting our business and our people

If you spot something suspicious, 
please report it straight away to 
the IT Service Desk:

it.servicedesk@tollgroup.com
1300 TOLL IT (1300 865 548)

International  +61 3 8710 0777

How do you identify a Phishing email? What are some of the clues?

During the most recent Phishing simulation, the following ‘clues’ could have been used to identify it as a fake email: 

Incorrect internal email formatting: missing key 
details such as email footer

External links: display name does not match 
the link URL

Fake sender(s): 

• “IT Help Desk” instead of “IT Service Desk”

• “Training & Learning” instead of “Toll Learning”

• noel.meehan@toilgroups.com

Unexpected request from an 
unknown company

Fake websites & 
external links
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Visit our intranet site for more 
information, links to our IT policies 
and tips to protect yourself:
http://projectcentral/ITRiskSecurity/
SitePages/Home.aspx

FACTSHEET | Phishing Emails
Protecting our business and our people
We’re going to help you learn how to protect yourself and your family from Phishing emails. Our goal is to build a 
security conscious workforce at Toll. 

What are some examples of Phishing emails?

• Looks like an “official” Toll Group communication 
but lacks the normal formatting (headers, signature, 
etc.) or comes from an unfamiliar sender. 

• A credit card company requests account 
information, saying there is a problem. You are 
asked to click-on a link and enter your account 
details.

• Apparently you’ve won a competition and you have 
to register to redeem your prize.

Phishing – what is it and why is it a problem?

Phishing emails are a problem in all areas of our daily 
life, both at home and at work. They look like a 
genuine email but try to trick you into clicking-on or 
downloading external links. The objective is to gain 
access to your personal information, including your 
account details, or cause malicious software to 
download to your computer.

Criminals could access and disable our systems and 
network, leak sensitive customer information or use 
our identity to commit financial fraud. This would 
damage our reputation and could lead to criminal 
prosecution and financial penalties for Toll.

On a personal level, Phishing emails can result in your 
personal and financial information being stolen, 
leading to financial loss and, even, identify theft.

Why do we undertake Phishing simulations?

Toll periodically undertakes Phishing simulations 
which involve sending fake Phishing emails to users 
across the organisation. This is common practice for 
organizations of our size and diversity.

The purpose of these exercises is to measure our 
overall ability to detect and report suspicious emails. 
They are very useful to understand how we can help 
you become more resilient to cyber-attacks.

How are we helping you learn how to protect 
yourself?

Toll is committed to delivering an ongoing educational 
program for all employees, partners and contractors in 
relation to IT Security Awareness, including an 
understanding of the risks and how to protect yourself. 

How do you identify a Phishing email?

It is important to be aware and on the look out for 
suspicious emails. Remember to ask yourself:

• “Is this email expected?”
• “Do I know who is sending this?”
• “Does the sender name match the email URL?”
• “Does the email contain external links?”
• “Is the email poorly written with vague language, 

bad spelling, and logos that don’t look right?”

Companies that know you will never send you 
unsolicited emails asking for personal information. If in 
doubt, contact the company via an official channel 
(e.g. customer support line) to confirm the email is 
real. 

What should you do if you receive a 
Phishing email?

• If you do receive a suspicious email, do not click on 
any links inside the email or open any attachments.

• If received at work, you should first report the 
email to the IT Service Desk (attach it to an 
email, don’t forward it. See the image below)
and then delete it. 

• If received at home, the best course of action is to 
delete the email.

If you spot something suspicious, 
please report it straight away to the IT 
Service Desk:
it.servicedesk@tollgroup.com
1300 TOLL IT (1300 865 548)
International  +61 3 8710 0777

TOLL GROUP
CHANGE & COMMUNICATIONS MANAGER

The Contemporary Infrastructure Program (CIP) encapsulates 3 Program Streams that focus on 
upgrading the IT infrastructure of the business. 
Two streams focus on the global footprint - consolidating 19 data centres globally, to 5; and refreshing 
all network services. 
The third stream focusses on the end user experience - replacing all devices more than 4 years old 
with a new Dell device, and transition to a cloud-based a service desk plus transitioning to Office 365. 
The change approach includes a robust training and adoption approach, including videos, a training 
Sharepoint hub, and a detailed communications plan to manage the rollout. 

          Search shipments

Type your Toll shipment or sender and receiver reference 
numbers to search for a consignment. Up to 100 reference 
numbers can be searched at a time by entering (or copy and 
pasting) the numbers separated by a comma. A�er entering a 
shipment number(s) into the search �eld, the search button will 
be activated. You can also navigate to the search page by 
clicking ‘Track’ in the sidebar menu.

          Receive noti�cations

You can set-up when and how you are noti�ed of a shipment’s 
progress, such as when a delivery milestone is reached (e.g. 
when the status of their shipment changes from ‘In Transit’ to 
‘Out for Delivery’) or there is an exception (e.g. an attempted 
delivery where no one is available to accept it). You may choose 
to receive noti�cations by email and/or SMS, or on the MyToll 
noti�cations dashboard.

          Watchlist

A Watchlist of all shipments being ‘watched’ or closely 
monitored is displayed on the home page when you are logged 
in to your MyToll account. If there are no items being ‘watched’, 
the Watchlist is not displayed. The Watchlist shows a summary 
of each shipment being watched, which includes: Toll shipment 
number; Sender/Receiver reference; Milestone; Sender details; 
Receiver details; Estimated delivery date; and the number of 
items in the shipment. Customers can click on any record shown 
in the Watchlist to display the Shipment details.

          Share shipment information

You can share a shipment with up to �ve people by clicking the 
Share icon and entering the details in the pop-up window. When 
a customer shares a shipment, a link is sent in an email and the 
recipient will be able to click that link to see public information 
about this shipment.

          Tracking details

You can expand your view of a shipment’s tracking details to 
display additional detail of all the scan events associated with 
each milestone. The majority of shipments follow the standard 
shipment journey, which is:

Shipment created > Picked up > In transit > Out for delivery > 
Delivered (or Partially delivered)

          View shipment and freight details

The Shipment Details tab includes information such as the 
sender’s name and location, receiver name and location, service 
type, number of items in the shipment etc. Freight details can be 
accessed by clicking on the Freight Details tab. This displays a 
description of the items, the number of items, dimensions, 
weight and item tracking numbers.

          View Proof of Delivery details

MyToll may contain Proof of Delivery (POD) information. If 
available, the POD, complete with a scanned copy of the 
recipient’s signature, can be viewed once the shipment has been 
delivered and signed for.

          Use any device

One of the key features of MyToll is that it has been optimised 
for various devices. You can access MyToll on your desktop 
computer, tablet, or smartphone.

To register for a MyToll account please contact your local Toll representative or call centre.
You can also use MyToll without registering but will see limited information. mytoll.tollgroup.com

Click to edit Master title style

For more information:
http://projectcentral/ITRiskSecurity 

Amro Ibraheim, Program Director: Amro.Ibraheim@tollgroup.com

Fewer cyber 
attacks and 
less spam. 

Simpler logins and 
confidence that our 
information is private. 

Less work 
downtime.

Information security 
skills that we can use at 
work and at home. 

Toll IT Risk and Security Program
Why does the IT Risk and Security (ITRS) program exist? 

Like many organisations across the world, Toll is under risk of cyber crimes and security breaches that could seriously damage both our business
and our customers. The ITRS program is creating a workplace where all Toll employees can identify, prevent and respond to information security
risks. Until FY20, the program will build Toll’s ability to own, grow and improve our information security until it is incorporated into everyday
business.

The impact

Protect our customers’ 
information to provide 
excellent customer service. 

Save money and 
protect financial assets.

Ensure continuity of 
business.

Save time and resources.

Protect our reputation.

Comply with Australian and 
International privacy 
regulations.

Build workforce skills. 

We’ve already fixed 614 
critical application  
vulnerabilities in Toll’s 
data systems. 

7 Toll Online and 
Toll Connect

Core Services

Toll North 
America Legacy 
Network

Our Security 
Operations Centre 
operates 24/7, 365 
days a year to monitor, 
respond and fix the 
data system.

The ITRS program is now creating

Strong, efficient and 
responsive 
infrastructure.

Clear and rigorous 
Processes, Procedures, 
Policies and Standards.

A security conscious 
workforce.

Data events per 
second being 
monitored for unusual 
behaviour. 

7500

5000 Log files sending data 
to be monitored. 

Critical applications 
being integrated into a 
central system that 
audits, monitors and 
tracks every time that 
someone seeks digital 
access. 

15 Policies, Procedures, 
Processes and Standards 
to be  updated.

Sets our Standards 
and Policies to meet 
best practice. Ensures 
our people comply and 
assures that the risks 
are manageable. 

The whole Toll 
workforce gets the 
information and skills 
they need to be more 
security conscious. 

16 Languages delivering 
information across the 
whole Toll workforce. 

What does it mean 
for our people? 

Build knowledge and 
skills to use everyday. 
Such as:
• Creating strong 

passwords.
• Locking 

unattended 
devices.

• Deleting email 
scams. 

The program helps deliver on our primary 
purpose; to connect people and products. 

Risk and Remediation 
plans for critical 
applications. 

Application Business 
Impact Assessments 
based on: 

• Confidentiality
• Integrity
• Availability

24/7

64+

100+

200

407 60+

44,000

TRACK YOUR SHIPMENT

$ GET RATE ENQUIRY

CREATE A SHIPMENT

BOOK A PICKUP

SHIPMENTS CREATED

0 0 8

today

0 7 4

this week

2 3 6

this month

PICKUPS CONFIRMED

0 0 4

today

0 3 9

this week

1 7 2

this month

MY WATCHLIST MY MANIFESTS MY PICKUPS DRAFTS SAVED SEARCHES

DRIVER APP

SINGAPORE

USA MELBOURNE

TOKYO

–      x

GLOBAL
FINANCIAL
TOOL

Monitor & record driving events and optimise
maintenance of fleet through Telematics. 

Our Global Financial Transformation (GFT) 
brings with it consistency in �nancial reporting 
so we can better respond to customer's needs 

& make better decisions.

Master Data Management is an enterprise approach to managing 
process and data. It enables a single source of truth.

Health, Safety and Environment (HSE) enables a safety obsessed  
workplace by improving HSE operations across Toll’s geographically
and operationally diverse business units.

The Enterprise Data Management  
Centre of Excellence is accountable for 

management and governance of Toll data 
collection from the IT Transformation.

PROFIT EXPENSES

OUR
TRANSFORMATION

My Toll lets customers track and manage orders,
returns & pick-ups & update their pro�le in one place.  

Our state-of-the-art 
IT Risk and Security Program 
makes it easy for employees to 

identify & respond to security risks. 

Our Contemporary Infrastructure Program (CIP) 
is bringing in 5 new data centres to enhance 

global connectivity & security while delivering 
Windows 10, Skype, OneDrive & Exhchange Online.

Warehouse Management 
Systems (WMS) deliver integrated 
customer solutions making it easy 

to do business with Toll. 

Easy to use Toll driver app for enhanced speed, accuracy
& reliability with improved scanning compliance. 



AXIOM
COMMUNICATIONS MANAGER,  
WITHIN A CONSERVATIVE INDUSTRY

Press me I am interactive

First job was to assess current communication 
tools, and upgrade as and where appropriate.  
So I created a new look and feel for key comms, 
such as the investor presentation and 
Annual Report, and created a number of 
explainer videos for inclusion on the website, that 
helped to tell the story of Axiom and positively 
influence the audience, whether they be potential 
investor or a government official. 



RIBS & RUMPS
AUSTRALIA DAY & VALENTINES DAY CAMPAIGNS. 

www.ribsandrumps.com.au#LambLoversUnite #theSauceress

the SAUCERESS (sawr-ser-is) 
 noun ~ A saucy female, who despite 
her slight appearance, can make a plate 
of ribs disappear with a flourish.

These two lamb campaigns ran on 

crazy tight turnarounds, each only

two weeks from brief to handover

- but what are you going do?

Working closely with my copywriter, 

we got pretty cheesy with our play on 

words with the Australia Day campaign. 

The Sauceress, The Lil’ Animal & my fav 

The Meatrosexual all hit the spot.

Our cast & crew shrank from 10 to 2

for the Valentines Day campaign & we 

still produced incredible work that I’m 

proud of.

ART DIRECTION
PHOTOGRAPHY
TYPOGRAPHY
PRINT & DIGITAL DESIGN
PHOTO MANIPULATION
FINISHED ART

J.RICHMOND..
2016.PORTFOLIO..

RIBS AND RUMPS..
AUSTRALIA DAY & VALENTINES DAY 
CAMPAIGNS..

Campaign for Australia Day. Creative was centred around “Lamb Lovers Unite”, and myself and 
the Creative Director developed 3 characters, which we photographed and rolled out across all 
media channels and in-store/POS.



COFFEE CLUB

We were approached by

The Coffee Club to help push

the franchising aspect of the 

business, ‘The Club’ was born.

Classically designed stationary, 

brochure & package folder worked 

perfectly alongside the standalone 

micro-site. It’s always nice getting 

something tangible, this suite 

looked & felt amazing.

I was always kept really busy with 

photo shoots for TCC, meeting

& working with a great bunch

of people. 

ART DIRECTION
PHOTOGRAPHY
LOGO DESIGN
PRINT & DIGITAL DESIGN
FINISHED ART

J.RICHMOND..
2016.PORTFOLIO..

THE COFFEE CLUB..
THE CLUB..

Full scope campaign, to engage more with 
potential franchisees. Included creative and 
digital execution 
– website, CRM and aftercare. Further work 
included facilitation at trade shows, roadshows 
and media relations for industry publications.



DOMINO’S

MANAGED THEIR YEARLY CORPORATE 
EVENT “RALLY”, WHICH HAD 1500 
ATTENDEES OVER 3 DAYS, AND INCLUDES 
WORKSHOPS, COMPETITIONS, EXECUTIVE 
PRESENTATIONS AND A GALA DINNER. 
INCLUDES CONTENT CREATION (DIRECTED 
AND EDITED 12 VIDEOS IN 2 WEEKS).

93
2016 ANNUAL REPORT DOMINO’S PIZZA ENTERPRISES LIMITED

NOTES TO THE FINANCIAL STATEMENTS    
continued

The initial accounting for the acquisition of Pizza Sprint has only been provisionally determined at the end of the reporting period. At the date of finalisation of the consolidated financial statements, the necessary market valuations and other calculations had not been finalised and have therefore only been provisionally determined based on the directors’ best estimate of the likely fair values.
Contingent consideration has been provided to the vendors of a maximum of 3.5 million based on the conversion of Pizza Sprint franchises to Dominos franchises. $3.9 million (2.5 million) represents the estimated fair value of this obligation at the acquisition date.

Shortly before year end, the Consolidated entity became aware of a legal matter in relation to Fra-Ma Pizz SAS, the Pizza Sprint acquired entity. The Consolidated entity is currently assessing its legal position on this matter, as the claim is in relation to alleged practices predating the acquisition and will therefore be considered as part of finalisation of acquisition accounting. No provision has been recognised in the above provisional acquisition accounting.

Acquisition-related costs amounting to $1,890 thousand have been excluded from the consideration transferred and have been recognised as an expense in the consolidated profit and loss in the current year within the ‘acquisition and integration related costs’ line item. The revenue and results from continuing operations has been included in the Europe segment in Note 6.
The fair value of the receivables is the same as the carrying amount and there were no uncollectible amounts recorded.
Goodwill arose in the acquisition because the cost of the combination included a control premium. In addition, the consideration paid for the combination effectively included amounts in relation to the benefit of expected synergies, revenue growth, future market development and the assembled workforce of Pizza Sprint. These benefits are not recognised separately from goodwill because they do not meet the recognition criteria for identifiable intangible assets. No amount of goodwill is expected to be deductible for income tax purposes.

Impact of acquisitions on the results of the Consolidated group.
Included in the profit for the year is $309 thousand attributable to the acquisition of Pizza Sprint. This profit was impacted by acquisition and integration related costs. Revenues for the year includes $9,201 thousand in respect of Pizza Sprint. The Pizza Sprint results exclude profit and revenues from stores that have been converted to Domino’s.

Acquisition of Joey’s Pizza
On 2 February 2016, the Consolidated entity through its 66.7% controlled joint venture company Daytona JV (UK) Limited (Daytona) acquired 100% of the issued share capital of interest in Joey’s Pizza (Joey’s Pizza). Joey’s Pizza is the largest pizza chain in Germany with a store network of 212 stores, comprising 209 franchise stores and 3 corporate owned stores. This acquisition is expected to provide the Consolidated entity with substantial growth into the future. The acquisition was funded through both debt and issue of equity securities. The remaining 33.3% of Daytona is owned by UK-listed Domino’s Pizza Group plc (DPG), refer to note 32.The amounts recognised in respect of the identifiable assets acquired and liabilities assumed are set out in the table below, which is on a 100% basis.

BOOK VALUE 
$’000

FAIR VALUE 
ADJUSTMENT 

$’000

FAIR VALUE 
ON  

ACQUISITION 
$’000

Cash and cash equivalents

 3,172  - 3,172

Trade and other receivables

 5,348  (46) 5,301

Other current assets

 3,428  - 3,428

Property, plant & equipment

 610  - 610

Other non current assets

 363  - 363

Other intangible assets

 1,375  106,891 108,266

Trade and other payables

 (8,772)  (734) (9,505)

Current tax liabilities

 (1,257)  (49) (1,306)

Other financial liabilities

 (1,046)  - (1,046)

Deferred tax liabilities

 -  (34,207) (34,207)

Total identifiable assets

 3,221  71,855 75,076Total consideration

124,272

Less Identifiable assets

(75,076)

Goodwill

49,196Total consideration:
Cash

62,649

Equity issued (i)

9,081

Contingent consideration (ii)

52,542

Total consideration transferred

124,272Net cash outflow arising on acquisitionCash consideration

62,649

Less: cash and cash equivalent balances acquired

(3,172)
59,477

(i) Represents 148,206 DPE share issued at market rate on date of acquisition.(ii) Net cash outflow on acquisition of subsidiaries includes cash consideration and contingent consideration converted at relevant foreign currency rate at date of payment.
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DOMINO’S PIZZA ENTERPRISES LIMITED

Other projects included revamping their training 
platform “DOTTI” from the ground up (including 
shooting all safety/instructional videos), and 
full strategy for recruitment drive of Domino’s 
Pizza International (U.S.), which included media 
planning and creative output. 
Also, project-managed Annual Report for 
2015 and 2016 – strategy, content creation 
(copywriting and videos)
and digital execution (website and app, which 
gathers information from all 6 markets, and 
displays the current DPE shareprice on the home 
page, and a user’s own value of their investment 
once they are logged in).



MERCY SHIPS

Full re-brand, and revamp of mailout campaigns. 
Traditionally, the End of Financial Year mailout 
is the most profitable. Under our guidance and 
creative direction,  we were able to increase 
all key metrics positively –  higher number of 
donors, each donation was increased  
(on average), and costs were lower. All through 
an improved design, new brand story and more 
pointed storytelling.  The new look and feel was 
rolled out across further executions – Facebook 
ads, print media and radio promotion, with 
continued success. 



BANK OF 
QUEENSLAND

Press me I am interactive

Strategy and facilitation of a number of events  
(Broker of the Year, content creation for Annual 
Report (copywriting, video producing/directing/
editing),  creative direction and co-facilitation of 
workshops and internal employee engagement 
strategies e.g.  
“Prove its Possible to love a bank”.


